**Odpowiedź na pismo z dnia 10.12.2025 r. Prezesa Urzędu Ochrony Danych Osobowych, dotyczące uwag do opisu założeń projektu informatycznego „Multiportal RP” (dalej „OZPI” lub „Projekt”)**

Poniżej przedstawiamy wyjaśnienia oraz informacje o planowanych działaniach mających na celu zapewnienie zgodności Projektu z przepisami rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 4.05.2016, str. 1 ze zm.) (dalej „RODO”).

**1. Charakter projektu i zakres przetwarzania danych osobowych**

Projekt będzie zupełnie nową odsłoną dotychczas funkcjonującego serwisu „Portalu RP” i ma na celu zapewnienie scentralizowanej platformy CMS dla podmiotów z sektora publicznego, umożliwiającej projektowanie, zarządzanie i publikację treści w ramach serwisów internetowych organów administracji publicznej. Multiportal RP oparty będzie o nowszą wydajniejszą technologię oraz wzbogacony o nowe komponenty, moduły i funkcjonalności.

Głównym założeniem Projektu jest funkcjonowanie serwisów o charakterze informacyjnym, niewymagających logowania użytkowników. Oczywiście na etapie projektowym dopuszczono, co wykazano w OZPI, możliwość integracji z Węzłem Krajowym w przypadku świadczenia usług publicznych wymagających uwierzytelnienia użytkownika. W związku z powyższym, mając na uwadze potencjalne scenariusze wykorzystania Projektu, **prowadzona jest obecnie analiza w zakresie możliwego przetwarzania danych osobowych oraz jego zgodności z przepisami rozporządzenia 2016/679**, w szczególności w odniesieniu do przypadków, w których funkcjonalności Multiportalu RP mogłyby być wykorzystywane do obsługi usług wymagających identyfikacji lub uwierzytelnienia użytkowników. Wyniki tej analizy zostaną uwzględnione   
w dalszych etapach realizacji Projektu.

**2. Rola Multiportalu RP w procesach uwierzytelniania**

Zgodnie z przyjętymi założeniami technicznymi system Multiportal RP nie będzie przechowywał danych uwierzytelniających osób fizycznych korzystających ze środków identyfikacji elektronicznej. Będzie pełnił wyłącznie funkcję pośrednika technicznego pomiędzy systemami identyfikacji elektronicznej a systemami udostępniającymi konkretne usługi. Przyjęte rozwiązania techniczne zostały zaprojektowane w sposób umożliwiający takie ukształtowanie relacji pomiędzy podmiotami, aby role w procesach przetwarzania danych osobowych wynikały z rzeczywistego wpływu danego podmiotu na cele i sposoby przetwarzania, zgodnie z kryteriami wskazanymi w Wytycznych Europejskiej Rady Ochrony Danych EROD 07/2020.

Jednocześnie, mając na uwadze złożoność oraz różnorodność możliwych scenariuszy wykorzystania Projektu przez poszczególne podmioty publiczne, ostateczne przypisanie ról oraz zakresów odpowiedzialności będzie każdorazowo weryfikowane i doprecyzowywane na etapie wdrażania konkretnych usług, z uwzględnieniem faktycznego przebiegu procesów przetwarzania danych. W ramach dalszych prac nad Projektem zostaną ustanowione jasne i przejrzyste reguły.

**3. Podstawy prawne przetwarzania danych osobowych**

Mając na uwadze charakter Projektu, jego potencjalny zakres oddziaływania oraz zróżnicowanie celów realizowanych przez poszczególne podmioty z sektora publicznego, podzielamy pogląd Prezesa Urzędu Ochrony Danych Osobowych w zakresie potrzeby każdorazowej weryfikacji obowiązujących przepisów prawa pod kątem ustalenia i wykazania ustawowych podstaw prawnych zarówno dla funkcjonowania systemu teleinformatycznego, jak i dla poszczególnych operacji przetwarzania danych osobowych dokonywanych za jego pośrednictwem.

W związku z powyższym oraz z uwagi na różnorodność możliwych scenariuszy wykorzystania Projektu przez poszczególne podmioty publiczne, przeprowadzany będzie przegląd właściwych regulacji prawa powszechnie obowiązującego, w tym przepisów określających zadania realizowane w interesie publicznym, w celu zapewnienia, aby podstawy przetwarzania danych osobowych spełniały wymogi art. 6 ust. 1 i 3 rozporządzenia 2016/679, w szczególności w zakresie kryteriów niezbędności i proporcjonalności przetwarzania dla realizacji przypisanych zadań.

Wyniki tej weryfikacji zostaną uwzględnione w dalszych etapach realizacji Projektu oraz przy wdrażaniu konkretnych usług świadczonych z wykorzystaniem systemu.

**4. Ocena skutków dla ochrony danych**

Jak słusznie zostało zauważone przez Prezesa Urzędu Ochrony Danych Osobowych, Projekt zakłada przeprowadzenie inicjalnych oraz końcowych testów prywatności, obejmujących ocenę skutków dla ochrony danych osobowych, o której mowa w art. 35 ust. 1 RODO.

Ocena ta pozwoli na identyfikację ryzyk dla praw i wolności osób, których dane dotyczą, oraz na wdrożenie adekwatnych środków technicznych i organizacyjnych minimalizujących zidentyfikowane zagrożenia. Z uwagi na skalę Projektu rozważone zostanie również prowadzenie testów weryfikacyjnych na kolejnych etapach jego realizacji. Powyższe wskazuje, że serwis „Multiportal RP” projektowany jest z uwzględnieniem zasad ochrony danych osobowych określonych w art. 5 i art. 25 RODO.

**5. Cyberbezpieczeństwo**

Podzielamy stanowisko Prezesa UODO w zakresie zapewnienia odpowiednich środków organizacyjnych i technicznych zapewniających adekwatny stopień ochrony dla przetwarzanych w serwisie danych osobowych. W związku z tym należy wskazać, że w fazie realizacji projektu zostaną wdrożone adekwatne środki ochrony zwiększające odporność na cyberataki, w tym w kontekście planowanego korzystania z rozwiązań chmurowych, zgodnie z art. 32 RODO oraz właściwymi przepisami krajowymi.

Mając na uwadze powyższe, zapewniamy, że uwagi Prezesa Urzędu Ochrony Danych Osobowych zostaną uwzględnione w dalszych pracach nad Projektem, a planowane działania mają na celu zapewnienie pełnej zgodności Projektu z przepisami o ochronie danych osobowych.